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Does ALBUS Satisfy All Requirements of Effective Burst Detection?

To withstand burst-flood attacks, a monitoring algorithm must satisfy the following requirements:

Time-window
flexibility

efficiency

Processing
efficiency
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Probabilistic decay identifies large background flows

p = Count-modification probability

p = 1: Majority algorithm (Boyer et al. 1981)
BC contains flow f with probability

(1) = min (1 Volume of flow f
i) = " Volume of all flows # f

p < 1: Bias BC flow towards /argest flow g
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